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1. Introduction
This notice (Notice) describes how OW Offshore S.L. and its subsidiaries (hereinafter, jointly referred as “OW”), where 
relevant for the recruitment process, will process personal data provided by the candidate (the “Candidate”) that 
applies to an OW job opening as published on the website www.oceanwinds.com or on LinkedIn, or sends his/her CV to 
OW, also by means of head-hunters or external job recruiters. 

2. Scope Of This Notice
This Notice applies to all candidates of OW and its affiliate entities.

The Candidate is informed that his or her personal data will be processed by OW which will be the Data Controller. 

OW has designated a Data Protection Officer which can be contacted at the following e-mail address: 
dpo@oceanwinds.com

3. Personal Data Collected By OW
We collect and use the following categories of personal data from and about our candidates (some or all may apply to 
you):

Candidates´ Personal Data is identifiable information that an individual voluntarily makes available to OW either directly 
or indirectly in connection with the recruiting process or sharing your work experience or interests.  OW may collect 
Candidate Data directly from the job candidate or from third parties, for example, through LinkedIn.  Candidate Data 
may include a variety of information, such as candidate status, work history/job data, education, employer feedback, 
questionnaire results, contact information, additional information provided by the Candidate (e.g., a cover letter), 
expertise or project work publicly shared if applicable and/or require by law.

4. Use Of The Candidate´s Personal Data By OW
OW processes the Candidate’s personal data for the following purposes (hereinafter, the “Purposes subject to 
Consent”): 

a. Administer the recruiting process; managing your application; conducting assessments; organizing interviews; 
processing interview feedback; on-boarding; analysing the hiring process and outcome.

b. Administrative and accounting purposes during the pre-contractual phase in order to execute an employment or 
collaboration agreement with the Candidate.

c. Offer the data subject prospective positions matching his or her profile.

d. To keep and store the CV of the Candidate who does not pass the selection process, including it, if applicable, in a 
repository with this information (Job Bank), in order to be able to be called again to other different processes that 
arise in the future based on the needs of OW and require profiles that include their professional characteristics.
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OW processes the Candidate’s personal data for the following purposes (hereinafter, the “Purposes subject to 
Legitimate Interest”):

a. Exercising or defending legal claims in court proceedings or in an administrative or out-of-court procedure.

b. Complete a potential merger, sale of assets or transfer of all or a material part of its business, by disclosing and 
transferring the Candidate’s personal data to the third party or parties involved in the transaction as part of the 
transaction.

c. Manage spontaneous applications and administer the recruitment process; conducting assessments; organizing 
interviews; processing interview feedback; on-boarding; analysing the hiring process and outcome.

d. Analyse the Candidate’s adequacy in line with OW’s due diligence procedures, in accordance with OW’s legitimate 
interests in ensuring compliance with internal integrity requirements and policies among its employees, for which 
a balancing assessment between OW’s legitimate interests and the rights and freedoms of data subjects has been 
performed. In order to achieve this objective, the following checks will be carried out:

 9 checks relating to the Candidate’s relationship with Politically Exposed Persons (PEPs),

 9 verification on the Candidate’s inclusion on national and international sanction lists or exclusion lists,

 9 verification of the Candidate’s involvement in judicial and/or administrative proceedings that may lead to the 
commission of unlawful acts that may affect, directly or indirectly, OW´s activities.

The checks described above are necessary to prevent the risk of committing certain offences and to maintain an 
adequate level of integrity among OW employees.

However, in order to avoid damage and potential negative consequences arising from such processing, technical 
and organisational measures have been taken to guarantee the appropriate use of this information, in accordance 
with the principle of data minimisation, as well as to reinforce its confidentiality and security. The Candidate may 
object to this processing in accordance with the provisions of the section on the Candidate’s Rights regarding 
Personal Data Protection.

Finally, OW processes the Candidate’s personal data for the following purposes (hereinafter, “Purposes subject to 
Legal Obligations”):

 9 compliance with the applicable national/EU laws and/or respond to request from public and government 
authorities.

5. Legal Basis For OW´s Process Of The 
Candidate´s Personal Data
The lawful basis for the processing of personal data for purposes subject to Consent lies on the consent of the data 
subject, through a positive and affirmative action, which can be withdrawn at any time (without prejudice of the 
lawfulness of any previous processing), although this would mean that the data subject might not be taken into account 
for the corresponding application process.

The lawful basis for the processing of personal data for purposes subject to Legitimate Interest lies on the Legitimate 
Interest of the Data Controller, which is carried out pursuant to article 6, letter f) of the EU General Data Protection Regu-
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lation No. 679/2016 (the “GDPR”), for the pursuit of OW legitimate interest, which is adequately balanced with the Can-
didate’s interest since the data processing is performed within the limits strictly necessary to perform such activities. This 
data processing activity regarding the Legitimate Interest Purposes is not mandatory and the Candidate can object to the 
data processing at any time through the modalities of this Privacy Notice. In such case no data processing will be carried 
out by OW, except in case where OW demonstrates the existence of compelling legitimate grounds for the processing or 
for the establishment, exercise or defense of legal claims.

The lawful basis for the processing of personal data for the purposes subject to Legal Obligation lies on the need for the 
Data Controller to comply with applicable regulation, which renders the processing mandatory.

If a candidate is hired, Candidate Data may be used in connection with his/her employment contract.

6. Process Of The Candidate´s Personal Data 
By OW
Candidate’s personal data will be processed both electronically and/or manually, in any case in such a way as to 
guarantee the security, protection and confidentiality of the data, thanks to appropriate administrative, technical, 
personnel and physical measures against loss, theft and unauthorized use, disclosure or modification.

7. Third Parties´s Access To The Candidate´s 
Personal Data
At OW, we use third parties for recruitment-support services (e.g., head-hunters, work agencies).  In providing such 
services, these third parties process your personal data on behalf of, or in collaboration with. OW. For any third party 
that we use, we will confirm that they provide sufficient guarantees regarding the protection of your data. We will 
require that any third party complies with our data security standards and international transfer restrictions. 

OW may be required to disclose certain Candidates´ Personal Data to other third parties (1) as required by law; (2) to 
protect OW´s rights to the extent authorized or permitted by law; or (3) in an emergency where the health or safety of a 
Candidate or other individuals may be endangered.  

In addition, in the event of a re-organization, merger, sale, joint venture, assignment, or other transfer or disposition of all 
or any portion of OW´s business, OW may transfer Candidate Data to successor entities or parties.

8. International Transfer Of The Candidate´s 
Personal Data
Data may be transferred to countries within the European Economic Area, in particular in Spain and Portugal. For 
transfers from EU to countries not considered adequate by the European Commission, the Company has put in place 
appropriate and suitable safeguards to protect the personal data of the Candidate. Accordingly, personal data are 
transferred in compliance with the requirements and the obligations provided by applicable data protection laws, such 
as standard contractual clauses adopted by the European Commission as per Articles 45, 46 and/or 49 of the GDPR. 

For further information with regard to the appropriate or suitable safeguards and the means by which to obtain a copy 
of them, the Data Subject can contact OW with the modalities as per this Privacy Notice and, specifically, contact the 
DPO at dpo@oceanwinds.com
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9. Candidate´s Personal Data Retention Period
Candidates’ Personal data are stored for the period necessary to fulfil the purposes for which the data was collected 
as outlined in this Privacy Notice. In any case the following retention periods will apply to the processing of the 
Candidate’s personal data for the purposes indicated below:

 9 If your application for employment is successful and you commence employment with OW, your personal data 
will be maintained consistent with country specific retention periods according to applicable employment law.

 9 If your application for employment is not successful, we will generally keep your personal data beyond the end 
of the selection process for a limited period of time specific to the country where the job is located (i) to meet 
recordkeeping requirements, and (ii) for potential use in legal proceedings. We will keep personal data for a 
period of up to 12 months to avoid unreasonable duplications of recruiting efforts, except when the retention 
of the data is necessary to respond or to file a legal action, upon request of the competent authorities or in 
compliance with the applicable laws. 

 9 If your job application is unsuccessful, provided we have received your previous consent, we will keep and 
store your CV (including it, if applicable, in a Job Bank), in order to be able to call you back to other different 
processes that arise in the future based on the needs of OW and require profiles that include your professional 
characteristics for a period of up to 24 months. 

10. Candidate´s Rights Regarding His/Her 
Personal Data
Without prejudice to any other right expressly provided for by the applicable local legislation, the Candidate, at any 
given time, can exercise the following rights, by sending an email to the following address of the DPO:  
dpo@oceanwinds.com

 9 to obtain from OW confirmation of the existence of personal data and to access its content and source.

 9 to verify its accuracy and request its integration, update or amendment.

 9 to request the erasure, anonymisation or restriction of the processing of personal data processed in 
breach of the applicable laws.

 9 to withdraw the consent to the processing of the data (if and to the extent such a consent is applicable), 
without prejudice to the lawfulness of previous processing.

 9 to request OW to limit the processing of the Candidate’s personal data where:

• the Candidate contests the accuracy of the personal data until EDPR has taken sufficient steps to 
correct or verify its accuracy.

• OW no longer needs the Candidate’s personal data for the purposes of the processing, but the 
Candidate requires them for the establishment, exercise or defence of legal claims.

• the Candidate has objected to processing justified on legitimate interests, pending verification as to 
whether OW has compelling legitimate grounds to continue processing.
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 9 to object to the processing of the Candidate’s personal data in case of processing based on legitimate 
interest, unless OW demonstrates the existence of compelling legitimate grounds for the processing or for 
the establishment, exercise or defence of legal claims.

 9 to receive an electronic copy of the Candidate’s personal data, if the Candidate would like to port its 
personal data to itself or a different provider (data portability), when OW is relying upon the Candidate’s 
consent or the fact that the processing is necessary for the provision of the Services and the personal data 
is processed by automatic means.

Additionally, the Data Subject may lodge a complaint with the relevant data protection supervisory authority should he 
or she considers his or her rights have been violated and these have not been previously duly taken care off by OW.

11. Updates
This Privacy Notice is valid from the date of effectiveness below. However, the Privacy Notice might be subsequently 
updated or integrated, also as consequence of changes in the relevant data protection laws and regulations. Changes 
will be notified in advance and in any case the Candidate will be able to consult the updated version of the Privacy 
Notice on the website www.oceanwinds.com.

Last updated: October 20, 2022


